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7 de junio de 2022 

Estimados amigos: 

A través de este nuevo boletín informativo, os hacemos llegar las últimas novedades del  

Clúster 3: Seguridad civil para la sociedad 

• Jornada informativa Convocatoria 2022 Clúster 3 en CATALUNYA – 20 de junio de 

2022.  

Más información e inscripciones:  

https://agenda.accio.gencat.cat/cercador/-

/actes/2022/06/20/1349993/horizon-europe-civil-security-for-

society?backToSearch=/cercador/-/actes/cercador/s20062022   

 

• Jornada informativa Innovación y Ciberseguridad, Organiza el Clúster de 

ciberseguridad de Madrid, 15 de junio de 2022. 

Más información e inscripciones:  

https://eventos.cdti.es/ES/jornada_ciberseguridad_cluster3 

 

• Disponibles las presentaciones del Brokerage event Europeo orientado a Usuarios de 

seguridad, 26 y 27 de abril, en: https://cluster-3-2022-call.b2match.io/ 

La web se mantendrá abierta para solicitar entrevistas bilaterales hasta el día 28 de 

junio de 2022. 

 

 

• JORNADA INFORMATIVA ANUAL CONVOCATORIA 2022 CLÚSTER 3 (SEGURIDAD) 

HORIZONTE EUROPA, Madrid, 10 de mayo de 2022 

Disponibles las presentaciones y la grabación del evento a través de la web:  

https://eventos.cdti.es/ES/infoday_cluster3_upm 

 

• Publicación de la actualización del Programa de trabajo 2022 del CLÚSTER 3: 

https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/wp-

call/2021-2022/wp-6-civil-security-for-society-history-of-the-updates_horizon-2021-

2022_en.pdf 

 

• SMI2Gs 2022 (16 y 17 de mayo de 2022): Disponibles las presentaciones de la 

jornada a través del enlace siguiente: 

https://www.cmine.eu/events/83839?tab=smi2g22-presentations 

 

https://agenda.accio.gencat.cat/cercador/-/actes/2022/06/20/1349993/horizon-europe-civil-security-for-society?backToSearch=/cercador/-/actes/cercador/s20062022
https://agenda.accio.gencat.cat/cercador/-/actes/2022/06/20/1349993/horizon-europe-civil-security-for-society?backToSearch=/cercador/-/actes/cercador/s20062022
https://agenda.accio.gencat.cat/cercador/-/actes/2022/06/20/1349993/horizon-europe-civil-security-for-society?backToSearch=/cercador/-/actes/cercador/s20062022
https://eventos.cdti.es/ES/jornada_ciberseguridad_cluster3
https://cluster-3-2022-call.b2match.io/
https://eventos.cdti.es/ES/infoday_cluster3_upm
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/wp-call/2021-2022/wp-6-civil-security-for-society-history-of-the-updates_horizon-2021-2022_en.pdf
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/wp-call/2021-2022/wp-6-civil-security-for-society-history-of-the-updates_horizon-2021-2022_en.pdf
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/wp-call/2021-2022/wp-6-civil-security-for-society-history-of-the-updates_horizon-2021-2022_en.pdf
https://www.cmine.eu/events/83839?tab=smi2g22-presentations
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• Novedades CERIS (Comunidad de Usuarios de Seguridad Europea) y próximas 

jornadas: 

Following the announcement made in March at the occasion of the last DRS event, we 

are pleased to confirm the organisation of three successive virtual workshops on the 

15-17 June along the scope below. To register, please click on the following link: CERIS - 

DRS Workshops - New Registration (eventscloud.com), where you will be able to opt for one 

or more workshops. These meetings are primarily focused on gathering newly funded 

projects (issued from the 2020 call of the Civil Security for Society Horizon Europe 

programme) and running H2020 projects that have been active in establishing clusters 

for exchanging information and building synergies. The aim is to give access to a wide 

audience about the project’s perspectives in the light of the current H2020 

developments. In this respect, DRS projects will be individually invited to participate in 

the events, which will be opened to other (e.g. capacity-building) projects active in the 

areas below: 

 

• 15 June 2022 (10-12h30) – Societal Resilience – Projects in the area of 
“Increased Risk Awareness and Preparedness of Citizens” 

• 16 June 2022 (10-12h30) – Strengthened Capacities of First Responders – 
Projects in the area of “Pre-hospital Life Support and Triage” 

• 17 June 2022 (10-12h30) – Projects in the area of CBRN-E, including a report 
from the Lille Conference and recent exercises 

 

You are also encouraged to save the date of 14-16 September 2022 for a three days 

hybrid DRS event (meeting in person & on-line participation) on the DRS sub-thematic 

areas (Societal resilience, Disaster risk management, Technologies for first and second 

responders). Projects will be invited to contribute to this event along the same principle 

and format as the March event, i.e. co-organising / co-chairing with the Commission. 

Please also note that a hybrid workshop (in person & on-line) is scheduled on the 13 

September under the coordination of the ETH Zürich Risk Center, which will be part of 

the CERIS discussion package with a focus on Disaster Resilience and Insurance 

(Disaster risks, resilience and insurance for extreme threats and increased need for 

public-private-partnerships involving insurers). 

• Documentos de interés aplicables al Clúster 3 - Seguridad: 

- Ownership control assessment messages  

- HE – Information on security issues / security section 

- HE – Information on security practitioners 

 

https://eu.eventscloud.com/ereg/newreg.php?eventid=200245076&t=7ac4b45c11a04a419d41a4d1376c7831
https://eu.eventscloud.com/ereg/newreg.php?eventid=200245076&t=7ac4b45c11a04a419d41a4d1376c7831
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/common/temp-form/lev/ownership-control-assessment-messages_en.pdf
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/information-on-security-issues-security-section_he_en.docx
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/information-on-financial-support-to-third-parties_he_en.docx
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/information-on-security-issues-security-section_he_en.docx
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/information-on-security-practitioners_he_en.docx
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/information-on-financial-support-to-third-parties_he_en.docx
https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/horizon/temp-form/af/information-on-security-practitioners_he_en.docx
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• Búsquedas de socios convocatoria 2022 del Clúster 3: 

 

o Búsqueda de propuestas para los topics:  

 

Topic: HORIZON-CL3-2022-DRS-01-01: Enhanced citizen preparedness in the 

event of a disaster or crisis-related emergency 

Topic: HORIZON-CL3-2022-FCT-01-04: Public spaces are protected while 

respecting privacy and avoiding mass surveillance 

Topic: HORIZON-CL3-2022-FCT-01-05:  Effective fight against corruption 

Consultar anexo para más información. 

 

Esperamos que esta información os resulte de interés. Un cordial saludo, 

Maite Boyero Egido 

Representante y Punto de Contacto Nacional Clúster 3, Horizonte Europa 

Departamento de Retos Sociales. Dirección de Programas Europeos y Cooperación Territorial 

Centro para el Desarrollo Tecnológico Industrial, E.P.E.  

C/Cid, 4. 28001 Madrid 

maite.boyero@cdti.es, +34 91 581 55 62 

https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-drs-01-01;callCode=null;freeTextSearchKeyword=%22Enhanced%20citizen%20preparedness%20in%20the%20event%20of%20a%20disaster%20or%20crisis-rela
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-drs-01-01;callCode=null;freeTextSearchKeyword=%22Enhanced%20citizen%20preparedness%20in%20the%20event%20of%20a%20disaster%20or%20crisis-rela
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-fct-01-04;callCode=null;freeTextSearchKeyword=%22Public%20spaces%20are%20protected%20while%20respecting%20privacy%20and%20avoiding%20mass
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-fct-01-04;callCode=null;freeTextSearchKeyword=%22Public%20spaces%20are%20protected%20while%20respecting%20privacy%20and%20avoiding%20mass
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-fct-01-05;callCode=null;freeTextSearchKeyword=Effective%20fight%20against%20corruption;matchWholeText=true;typeCodes=1,0;statusCodes=3109450
file:///Z:/SECURE%20SOCIETIES%20-%20H2020/Newsletters%20Seguridad/mtbe@cdti.es


 

RW Greece 

Profile of expertise for Horizon Europe Cluster 3 calls 

 

1. The company 

 

RW Greece is a company established in Greece with long-standing expertise in Risk Management, 

Compliance and Financial Audit capitalizing on the solid expertise of its founders in the respective areas. 

The company is today a trusted risk management advisor to the boards and executive teams of some of 

Greece’s fastest growing companies, from the media, culture, insurance and construction industries, 

assisting with improving their governance & operational transparency and achieving greater efficiency 

when it comes to decision making.  

RW Greece adopts a holistic approach to the management of risks, applicable to any business operating 

& complexity model. The approach covers one, more or all of the organization areas (e.g. Commercial, HR, 

IT, Accounting & Finance) and it encompasses the design, creation, evaluation, update & documentation 

of policies, methods and procedures for the management of risks in each of the business areas or across 

the entire organization.  

In addition, RW may undertake the identification, assessment and management of a wide range of risks, 

such as operational, credit, financial, legal, reputational, liquidity and market risk. The management of 

risks by RW also includes risk & control self-assessment programs as well as design and testing of risk 

mitigating controls. 

 RW offers comprehensive services in the following lines of activities, with the possibility to be provided 

as an adhoc assignment or as an outsourced activity: 

- ISO & BS standardization services ranging from information security management methods & 

systems, privacy and personal management systems to occupational health and safety, 

environmental and energy to anti-bribery systems 

- Business and Financial services ranging from financial management consulting for SMEs and 

StartUps, credit management and assessment of the risk arising from expanding to foreign 

markets (sovereign risk assessment) 

- Compliance services, such the drafting of the whistleblowing policy and procedures with a focus 

on anti-corruption, ethics policies and conducting relevant due diligence  

- Data protection methodologies with a focus on – but not limited to - personal data protection (in 

alignment with the EU GDPR regulation), ranging from information systems classification 

management, risk assessment, regulatory and operational gap analysis to assuming the role of 

Data Protection Officer. 

- Risk management designed to encompass awareness raising on the risks inherent to any business, 

evaluation, control, reporting, management and ultimately limitation of exposure in an ever-

changing complicated risk, technology and regulatory environment. 

Anexo



 

- Internal Audit management outsourced and co-sourced services from setting up an internal audit 

function and advise on the construction of an audit universe - based on the internal audit risk 

assessments - to the evaluation of an existing audit function, methodologies and processes, 

including of course the undertaking internal audit assignments upon request. In this area, the 

RW’s  advisory team can also provide expert support in data analytics and forensic audits for fraud 

examination, IT Audits, project management and monitoring. 

- Crisis management and business continuity integrating assessment of risk and mapping, 

situational awareness, development of task forces, contingency plans and operations 

sustainability. In this area, RW’s expert team provides advise on either preventive or remedial 

actions, including crisis and cyber crisis management (RW Crisis Management Task Force), 

information security governance, information security crisis tests (vulnerability testing and data 

breach simulation scenarios, risk assessments and risk mitigation services) 

All the above services are underpinned by training activities designed for education and continuous 

improvement of staff and senior officials. 

 

2. Interest in Horizon Europe 

 

RW Greece is interested in contributing to Horizon Europe calls relevant to its core business, namely risk 

and crisis management, compliance, data privacy and standardization, although its range of services 

expands as described above. Hence, RW Greece presently wishes to focus on selected calls of Cluster 3 

“Civil Security for Society”, in particular “Disaster Resilient Society 2022” and “Fighting Crime & Terrorism 

2022”.   

RW Greece may contribute to the development of the required risk management and resilience pathways 

for various operational domains. Furthermore, the RW Greece can help in the paradigm shift from 

“managing disasters” to “managing risks” through tested and best-practice methodologies, as well as 

training and promoting  dialogue among different actors along  the value chain of a proposal development.  

 

2.1 Topics of interest 

 

Destination: A Disaster-Resilient Society for Europe 

Call - Disaster-Resilient Society 2022 

Topic: HORIZON-CL3-2022-DRS-01-01: Enhanced citizen preparedness in the event of a 

disaster or crisis-related emergency 

 

Indicative Contribution – in cooperation with SSH (Social Sciences and Humanities) experts 

 

• Design and/or conduct the assessment of action protocols and models of responsibility to increase 

risk awareness and foster coalition between public administration and citizens aiming at reducing 

vulnerability. 

https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-drs-01-01;callCode=null;freeTextSearchKeyword=%22Enhanced%20citizen%20preparedness%20in%20the%20event%20of%20a%20disaster%20or%20crisis-rela
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-drs-01-01;callCode=null;freeTextSearchKeyword=%22Enhanced%20citizen%20preparedness%20in%20the%20event%20of%20a%20disaster%20or%20crisis-rela


 

• Contribute to the design of preparedness actions enabling the empowerment of citizens through 

bottom-up participatory and learning processes (training programs) 

• Contribute to the design of preparedness plans, tests and continued adaption on how best to 

manage spontaneous volunteers and integrate those into the response are needed 

 

Destination: Better protect the EU and its citizens against Crime and Terrorism 

Call - Fighting Crime and Terrorism 2022 

Topic: HORIZON-CL3-2022-FCT-01-04: Public spaces are protected while respecting privacy 

and avoiding mass surveillance 

 

Indicative Contribution 

 

• Provide set of common standards and good practices applied by local authorities, operators and 

policy makers for internal access restriction, anonymization and data minimization allowing a 

proportionate use of already installed surveillance-systems (such as CCTV) in public spaces, reducing 

the risk of misuse of collected data and respecting fundamental rights, especially the protection of 

personal data. 

• Conduct the assessment and documentation of the compliance of innovative-alternatively designed 

surveillance systems to the prevailing regulatory standards 

• Conduct the assessment and documentation of the surveillance conditions in a potentially pilot 

location  chosen for systems to prevailing regulatory standards 

• Assume the role of DPO for any public or private entity needing to ensure full compliance with EU 

GDPR 

 

Destination: Better protect the EU and its citizens against Crime and Terrorism 

Call - Fighting Crime and Terrorism 2022 

Topic: HORIZON-CL3-2022-FCT-01-05:  Effective fight against corruption 

 

Indicative Contribution 

 

• Conduct evidence-based risk assessment in any selected sector / market aiming at estimating the 

impact of corruption (social, economic, factors that promote or hinder it, impact on vulnerable 

groups, economic as well as fiscal and development costs) and the role of corruption as an enabler 

for other crimes (smuggling, human trafficking, etc) and terrorism.  

• Conduct the assessment and documentation of potential societal and technological solutions for the 

prevention, detection and investigation of corruption against best practices and regulatory 

requirements. 

 

 

https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-fct-01-04;callCode=null;freeTextSearchKeyword=%22Public%20spaces%20are%20protected%20while%20respecting%20privacy%20and%20avoiding%20mass
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-fct-01-04;callCode=null;freeTextSearchKeyword=%22Public%20spaces%20are%20protected%20while%20respecting%20privacy%20and%20avoiding%20mass
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/horizon-cl3-2022-fct-01-05;callCode=null;freeTextSearchKeyword=Effective%20fight%20against%20corruption;matchWholeText=true;typeCodes=1,0;statusCodes=3109450


 

3. Value adding contribution – potential role in Horizon Europe projects 

 

RW Greece can be a valuable addition to a consortium responding to any of the above calls for 

proposals, as it can be instrumental in providing below services: with the following possible 

contribution: 

- Conduct overview and assessment against the requirements of selected certification schemes 

aiming at ensuring full compliance of an organization. 

- Development of compliance plan: comprehensive assessment of an organisation’s readiness to 

embed compliance requirements such as GDRP  

- Collaboration with other actors in a value chain (i.e. system engineers) for the implementation 

of compliance measures of any kind into organisational processes  

- Development of audit procedures needed to ensure audit-readiness of an organization and 

quality assurance to boards and executive management teams.  

- Development of information security policies  

- Development of processes for handling data breaching incidents and responses  

- Conduct privacy risk assessments & data impact protection assessments based on legal and 

regulatory requirements, relevant for pilot activities carried out in Greece.  

- Contribution to methodologies for crisis management & review of existing gaps (knowledge, 

operational, organizational and technological) 

- Design and/or evaluation of methodologies with strict interconnection between risk reduction 

and resilience of societies leading to sustainable development  

- Contribute to evidence-based risk assessment in sectors not prone to established practices 

- Training - workshops and on risk assessment/management 

- Methodologies for life-cycle management of data protection management (classification 

management, data inventory, privacy risk & impact assessment, access request and breach 

management 

- Data analytics and forensic audits for fraud examination & IT audits 

 

Contact person 

Vaya Piteli, PRAXI Network/FORTH, e-mail: piteli@praxinetwork.gr, Tel. +30 2310 552 790 

 

mailto:piteli@praxinetwork.gr

